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1.0 Purpose

This document describes the recommended approaches for the Network exchange of Facility Identification data.  The state/EPA Facility Integrated Project Team (Facility IPT) developed the approach and specific options documented here in regular meetings and test implementations over the course of four months.  The Facility IPT will revise this document periodically, to incorporate new information gained from these exchanges and as new Flow implementers suggest improvements.

1.1 Background and History on the Facility Data Exchange

Over the last four decades both EPA and states have worked to improve their integration of environmental data usually beginning with facility data.  Several states and individual groups within EPA have pursued exchanges of facility data using EPA’s Facility Registry System (FRS) and similar systems in many states. These attempts build on collaborations sponsored by the EPA One Stop Program, among others.  States and EPA are pursuing these cross-agency and cross-system facility exchanges for many reasons:

· to take advantage of investments, states have made in facility data to improve the data in EPA’s FRS

· to use EPA’s FRS investment to improve states’ facility data

· to “kick-start” state facility integration efforts by using FRS records as a starting point or supplement to state efforts

· to provide facility data (or data services in Network parlance) to state or EPA partners for value-added integration in their own applications and services, these include:

· other EPA programs, such as the Chesapeake Bay Program 

· state partner agencies with shared interests

Network pioneers used to develop and pilot many early Exchange Network technologies.  These pilots, while important as testing grounds for the technologies, did not attempt to unify or standardize flow configuration information.  Without standardization, many Partners have simply worked individually with FRS to make the flow work.  This approach was useful in getting flows going, but it can lead to a proliferation of data flow approaches.  Perhaps most importantly, without a standardized set of facility Data Services
, the essential Network capabilities of the flow, such as small, but more frequent exchanges, cannot be demonstrated.

This Network Flow Configuration Document is the next generation of this process.  It identifies and documents the specific approaches recommended for this Flow.  Under the auspices of the Network Steering Board, it is the recommendation of the Facility IPT that all new implementers of the Facility Network Exchange
 follow this guidance, and that Facility Network Exchange pioneers transition to the approaches identified in these recommendations.  Agencies interested in establishing the Facility Network Exchange can view his document as a set of instructions.   It will allow implementers to expect that the core information describing the Network Exchange will remain stable.  Future modifications to this document and the Network Exchange are likely to take the form of additions or enhancements. Some of these are discussed in Section 1.2 and Appendices B and C.  

The success or failure of the Network, in part, hinges on the consistent implementation of the Facility Flow.  Facility information underpins a substantial portion of the data that partners will exchange. More importantly, the Facility Network Exchange will set precedence for subsequent flows and contribute to long-term Network sustainability.

1.2 Caveats and Looking Ahead 
The Facility Network Exchange is an attempt to do a new thing in a new way.  Given the complexity and number of interrelationships with other data inherent in facility information; this document does not describe every possible Facility Network Exchange scenario.  The Facility IPT has identified several unresolved issues and focus areas. A subsequent effort should address the following: 

· Finishing the Facility Data Services—The IPT, in an effort to produce timely documentation, agreed to proceed with only one data service, but acknowledged that Network participants need a more complete and robust set of services (see appendix C)

· Refinements and Additions to the Facility Data Schema v2.4—A field for partners to indicate a URL at which additional detail on a facility can be found (to support HTML drill through)

· Refining/integrating/coordinating the Facility Network Exchange Business Process

· Incorporating a fully standardized code list for “Environmental Interest” (EI)

· Incorporating a fully standardized code list for other key fields (MAD codes, affiliation type, others)

· Identifying a sophisticated error tracking and data checking service – The current FRS feedback will focus only gross errors and linkages (See Section 5) and it will not attempt to provide detailed, record-by-record feedback to submitters
· Linking to other systems with facility data—States providing improved facility data to FRS through this Flow will still have to provide that data through the applicable EPA National System as well.  FRS does not currently push  improved facility data into the National System, nor has the Facility IPT explored the state/EPA business rules for such transactions

· Identifying business rules for  “closed facilities”

· Clarifying both the business rules for EI end dates and what  the dates mean 

· Resolving how Partners address the rare situations where facilities are split or merged, across programs or owners, in complex ways

1.3 Components of the Facility Network Exchange

The Facility Network Exchange can be regarded as having three inter-related parts. See Figure 1 for an illustration of these parts and their relationship to each other.  A brief description of these elements is provided here and a more detailed description of each part may be found in sections 2 and 3.

1] Facility Exchange Flows use the Exchange Network Submit, Query, and Download methods to exchange some or all of a Partner’s facility data.  The IPT expects the first generation of Facility Flows to be used primarily to transfer data to the FRS through the EPA Central Data Exchange (CDX).  As a result, there are specific FRS processing rules associated with every Flow option.  Several of the Flow options use the Data Services (e.g. GetFacilityByChangeDate) described in Section 3.2.

2] Common Facility Exchange Data Services use Exchange Network Solicit and Query methods to support a parameter-driven request for facility data.  Currently, only one Data Service is recommended for all  partners (GetFacilityByID) see Section 4.1.  Appendix C contains the detailed description of more advanced and capable data services.  

3] FRS Processing, Feedback, and Unique Data Services describe how, once FRS has received data, it provides feedback and new or updated information to the provider, making the Flow bi-directional.  The feedback includes information on the processing of the data. 
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Figure 1 Components of the Facility Network Exchange
2.0 Facility Network Exchange Components

2.1 Overview of the Facility Flow Issues and Options

The Facility flow began with informal exchanges between states and EPA.  These were complete “refreshes”  of FRS of state facility data.  Once the state prepared the new facility information, they manually transmitted their refreshed facility data to EPA. EPA ran the data through the FRS integration application, then loaded it into FRS.  By using the Exchange Network, Partners can improve the efficiency and timeliness of the Facility Network Exchange by proposing more frequent, smaller exchanges and providing data on-demand for the ad hoc information requests.  To adapt the Facility Flow to the Network and improve current practice, the Facility IPT identified the following requirements:

	Requirement for the Network Flow
	Proposed Facility Network Exchange Payload Operation

	Standardize the “AllFacilityFullRefresh” approach to be used for synchronization/initial exchanges
	AllFacilityFullRefresh

	Refine the flow to send just “updates” of data for facilities with new/changed information (rather then the entire universe)
	FacilityAddUpdate

	Handle “deletes” and/or merges of facilities or facility data
	FacilityDelete

	Establish first generation Facility Data Services
	Solicit/Query: GetFacilitybyStateID 


Table 1 Requirements for the Facility Exchange Flows
2.1.1 Establishing the Network Exchange

For most Partners, establishing a routine Facility Network Exchange will be an iterative process.  The process reflects a series of decisions influenced by technical infrastructure (e.g., table structure), and the Partners’ resources, and needs.  See Appendix E for a list of activities required for Facility Network Exchange implementation.  Most Partners will use the AllFacilityFullRefresh Facility Exchange Flow (See Section 3.1) to “initialize” FRS data (or another Partner data) and then provide or service one of the “update” Flows for routine updates to facilities for which data has changed. 

To accommodate differences in Partner infrastructure, resources, and needs; as well as the existence of two governing schema, the Facility IPT recommends six Facility Exchange Flows for partners to select from.  The six Facility Exchange Flows are listed in Table 2 and are each described in detail in section 3.0.  In practice, each state will select just two of the six Facility Exchange Flows—one approach for sending its routine facility updates (e.g., FacilityAddUpdate) and one approach for its initial and then semi-annual updates (e.g., AllFacilityFullRefresh).

	Facility Exchange Flow Name (Exchange Options)
	Network Web Method
	Version 2.3 Schema Format
	Allowed Payload Operation Types

(see Section 2.2)

	A1: Facility File Updates via Submit
	Submit
	FRS 9 Files
	FacilityAddUpdate 
FacilityDelete

	A2: Facility Updates via Submit
	Submit
	Consolidated
	FacilityAddUpdate 
FacilityDelete

	B1: Facility File Updates via Change Date 
	Solicit: GetFacilityFilesByChangeDate 
Solicit: GetDeletedFacilityFileByChangeDate
	FRS 9 Files
	FacilityAddUpdate
FacilityDelete

	B2: Facility Updates via Change Date
	Solicit: GetFacilityByChangeDate 
Solicit: GetDeletedFacilityByChangeDate
	Consolidated
	FacilityAddUpdate
FacilityDelete

	C1: All Facility Files Full Refresh

	Submit/Notify Download
	FRS 9 Files
	AllFacilityFullRefresh

	C2: All Facility Full Refresh
	Submit/Notify Download
	Consolidated
	AllFacilityFullRefresh


Table 2 Flow and Payload Operations Overview

2.1.2. Identifying Changed Facility Data: GetFacilityByChangeDate and State-Generated “Update” Files 

By far the biggest design choice facing Facility Exchange Flow implementers will be how they detect and collect the data for facilities whose core information has changed.  While all state and federal facility data systems are able to produce information compatible with the Facility schema,, many have taken different approaches to tracking and identifying changes to that data.  FRS, as a collector of data from many sources, tracks the sources and dates of change for each major facility data group.  States often design their systems with different requirements. As a result, these systems take a wide range of auditing approaches from very fine (i.e. field level) to course (i.e. facility level).  Data stewards have identified two approaches to identifying changed facility information (see Figure 2):

“Update and Delete” Data Generation by Comparing Old data  with New Data. 

Rather than using existing date fields to detect changes, several states developed an alternative approach, comparing a snapshot of current and cached set of facility data to detect changes (A1/A2; see Table 2).  There are several ways to implement this option.  The comparisons can be done at the database layer, in a specialized “schema-like” database cache, or using the xml schema itself (i.e. producing and keeping a version of the “full refresh” xml file and comparing it to the previous version). See appendix D for additional information about example code and applications that can be used to implement the “Comparison” option.

“Update and Delete” Data Generation GetFacilityByChangeDate and GetDeletedFacility ByChangeDate 

The Facility IPT recommends using existing tracking dates to identify changes to core data for state systems with that capacity.  (B1/B2; see Table 2).  In this approach, states simply establish internal queries that use pre-existing date fields in the relevant tables to run two Data Services (solicit or query):

· GetFacilityByChangeDate / GetFacilityFilesByChangeDate

· GetDeletedFacilityFileByChangeDate

In many cases, states discovered they tracked the data at either too fine or too coarse a level to make this approach work.  This led them to develop the “Comparison” approach described above.

2.1.3 Selecting the v2.3 Schema Format: Consolidated vs. ‘the nine’

The Facility Flow, has two Schema formats but one set of shared XML tags and one Schema version.
   The two Schema contain identical information but are organized differently; one is a consolidated schema (sorted by facility) and the other a “9 files” schema (sorted by module, e.g. all of the mailing addresses are grouped together).  The consolidated schema is optimized for working interactively with facility information and the 'consolidated' approach takes more advantage of XML's ability to enforce referential integrity, by requiring child data to be imbedded within the context of its parent data.   For each Facility Exchange Flows (see A, B, and C in Table 2), the implementer must decide which format the returned data will conform to.  In all instances where states are using the “9 Files” for the FacilityAddUpdate response, Partners must include the full facility tree, not just the file corresponding to the change.  Appendix F provides the background and a summary of IPT deliberations concerning this decision.

Although ideally there would be only one version of the facility Schema., However, the IPT recognizes that each approach is valid and is currently in use.  Because of the Network’s limited implementation experience, both are allowed in this Facility Configuration Document. .  Both Schema fulfill identical purposes in carrying the facility data.  However, while the Facility Configuration Document allows the use of either of these Schema versions, , the GetFacilitybyStateID Data Service (See Section 4.0) uses only the consolidated Schema.

2.1.4 What Data Is Sent For Facilities With Changed Data?

When a partner detects a change in any of the shared data for a shared facility, the state must send all the data for that facility.  This design choice is a compromise between the efficiency of sending only the specific “changed data” and expense of generating and transporting unchanged data.  Synchronization across heterogeneous databases is always a challenge, and the identification of finer-level changes requires the careful coordination on scores of additional key fields.  Although some states have experimented with EPA in using the “9 files” approach to selectively send only data from files which have changed (i.e. sending only SIC data when an SIC code changes), this option has not been incorporated into the Facility Network Exchange.  Please see Appendix F for a description of the IPT’s extended deliberation on this topic.
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Figure 2 Facility Exchange Flows:  Two basic approaches
2.1.5 Handling Deletes

Although most state systems and FRS have similar data models (as documented in  the Facility Information Template for States ,FITS I, and FITS II ), there are a wide variety of ways the systems handle “deletes” of information, and even what “delete” means.  As any veteran of facility data reconciliation can attest, most “deletes” are in fact “merges” of data from two duplicate facility records.  In addition to merges, closures or other changes of regulatory status may, in some cases, produce “deletes”.  However, in most cases changes of this nature should be reflected in an Environmental Interest End Date
.  

A major reason the IPT decided on sending ALL data for ANY facility that had changed (as opposed to sending only specific changed data) is the complexity of matching the various systems’ approaches to deleted or /merged information. .  In combination with a separate explicit “FacilityDelete” payload operation (and corresponding data service), this approach allows data recipients to infer deleted/merged information according to their own business rules.  Furthermore, this approach follows the web-services best practice of “loose-coupling” between systems. 
The figures 3-5 below summarize the approaches to deletes.   Section 2.1.6 discusses all business rules for each payload operation (i.e., FacilityAddUpdate, FacilityDelete, and AllFacilityFullRefresh).
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Figure 3 FacilityAddUpdate:  Sub-Facility Level Deletes
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Figure 4 Facility Delete:  Facility Level Deletes
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Figure 5 AllFacilityFullRefresh: Facility Level Deletes and Merges

2.1.6 Business Rules by Payload Operations
AllFacilityFullRefresh Payload Operation

For the Facility Exchange Flows with the AllFacilityFullRefresh payload operation, the business rules are:

	Sender
	Sends all facility data for all facilities in the agreed universe. No other business rules apply.

	FRS/Recipient
	Facilities in the current store are compared to the new “AllFacilityFullRefresh” transmission.  Those missing in the new transmission are inferred as deleted.  Data from this facility may or may not show up subsequently as new data under an existing facility.  Recipient may be able to detect this and “move” the data or it may simply delete the facility and add the data to the remaining existing facility


FacilityAddUpdate Payload Operation

An “AddUpdate” is initiated when any information is changed on an existing facility
.  For the Facility Exchange Flows with the FacilityAddUpdate payload operation, the business rules are:

	Sender
	Sends ALL facility data for ANY facility whose data has changed. Data deleted from a facility is not sent.

	FRS/Recipient
	The individual facility data received in an AddUpdate is compared to existing data for that facility.  New data is added, missing data is deleted.  (If the facility does not existing in the current store it is added).


FacilityDelete Payload Operation

For the deletion of a facility (for whatever reason: mistake, merger, or other) the business rules are: 

	Sender
	When a sender wishes to assert that that a facility record has been deleted, they send only StateFacilityIdentifier and StateFacilitySystemAcronymName  (other data will be ignored) data carried in the Facility Site List Schema (the first of the FRS 9) with payload operation of  “FacilityDelete”.

	FRS/Recipient
	Facilities in the current store with StateFacilityIdentifier and StateFacilitySystemAcronymName keys matching a “FacilityDelete” operation payload are deleted (archived).  If the keys match a facility with federal environmental interests, the state data is deleted (archived), while the FRS record for the facility (and its associated federal environmental interests) remains.



2.2 Using the Exchange Network Document (Header) to Package Facility Data 

The Facility Network Exchange uses the newly developed Exchange Network Document Schema [citation], as a “wrapper” for the Facility Network Exchange.  This wrapper fulfills two functions:

· It carries a very simple set of key metadata such as an ID and author of the data package, and the “operation” intended by the sender for each of the payloads it contains.  

· It allows the packaging of multiple XML files (i.e. each of the 9 FRS Schema files) into a single xml instance document whose root element is called an “ExchangeNetworkDocument”.  This prevents the need to do this consolidation by “zipping” separate XML files together.  The FCD still recommends zipping xml files (consolidated or 9 file-format) larger than 20MB, as a courtesy to the recipient.  

Note that this discussion only covers the parts of the Exchange Network Document used for the Facility Flow, more general documentation for the Exchange Network Document, including its features for digital signature and other functions will be posted on www.exchangenetwork.net. 

2.2.1 Exchange Network Document and Payload Parameters and Allowable Values

A general overview of the Exchange Network Document is found in section 2.2.2.  Table 3 below identifies the parameters and allowable values to use the Exchange Network Document to carry facility data.

	Element Name
	Required
	Allowable Values for Facility Flow Version 1.0
	Example Values for Facility Flow Version 1.0

	Header

	Id: 
	Yes
	any (unique over that organization)  
	20f8afa8-26f2-46e7-b13c-6de32bcd9266

	Author: 
	Yes
	any
	Facility Profiler 

	Organization: 
	Yes
	any
	ORDEQ

	Title: 
	Yes
	any
	WI Facility Update 

(Open Text Field any meaningful information for the sender)

	DataService: 
	No
	None (for submit)

GetFacilityByChangeDate

GetDeletedFacilityByChangeDate
	GetFacilityByChangeDate

	Property
	Yes
	Name: Schema

Value:

Nine_files_v2.3

Consolidated_v2.3
	<name>Schema</name>

<value> Nine_files_v2.3

</value>

	ContactInfo: 
	No
	any
	Jdoe@MIDEQ.gov

	Payload

	Payload Operation

(one for each payload)
	Yes
	FacilityAddUpdate
FacilityDelete
AllFacilityFullRefresh
	 FacilityAddUpdate

	Schema Reference
	Yes 
	http://........ FACID_EnvironmentalInterestList_v2.3.xsd

FACID_FacilitySiteList_v2.3.xsd

FACID_NAICSCodeList_v2.3.xsd

FACID_OrganizationList_v2.3.xsd

FACID_SICCodeList_v2.3.xsd

FACID_AlternativeNameList_v2.3.xsd

FACID_MailingAddressList_v2.3.xsd

FACID_IndividualList_v2.3.xsd

FACID_GeographicCoordinatesList_v2.3.xsd
	xsi:noNamespaceSchemaLocation="http://www.epa.gov

/enviro/html/frs_demo/presentations/

FACID_FacilitySiteList_v2.3.xsd">


Table 3 Header and Payload: Allowable Values

 2.2.2 Header Structure

The Facility IPT recommends the following conventions for structuring the payloads of the “Exchange Network Document” for each flow option.  While the use of the Exchange Network Document is not delineated in the Protocol and Specification, failure to follow these recommendations is likely to cause a Facility Network Exchange to fail.  

Any Facility Network Exchange transaction (e.g. a Submit of a facility updates or the response to a GetFacilityByChangeDate query) is composed of one Exchange Network Document, as a DIME attachment (e.g. one document per submit) that gives users one transaction ID per document.  The functionality for a Submit to carry multiple files (via a doc array) is not used.  However, as described above a single Exchange Network Document may have multiple payloads as child elements. These can all be sent but each must be of the same payload operation, i.e., FacilityAddUpdate payload operations cannot be mixed with FacilityDelete payload operations and vice versa.  

The business rules for using the Exchange Network Document differ slightly depending on the schema governing the payload (See Figure 6):

· Consolidated Schema, only have one payload with one payload operation.   For the Facility Network Exchange, the Submit method is only allowed to carry one file.  
· The  9 Files Schema has multiple payloads; one for each of the “schema files” used, each carrying identical payload operations.  

[image: image6]
Figure 6 Exchange Network Document Structure
Although the ability to “mix and match” payload operations within an exchange document is technically possible it is not allowed Facility Network Exchange.  Note that the order of payloads (and therefore their sub-schema) is not significant.  Payloads can come in any order.   

Given the highly flexible and layered approach of the Network there are many other possible combinations by which these transactions could be accomplished (e.g. the 9 files could be zipped together; the files could be aggregated in the doc array, etc.).  However, by sticking to these conventions, we should be able to reduce the number of places where such differences create problems for Partners. 

2.2.3 Payload Structure

Each Exchange Network Document is composed of a header and the payload (see Figure 6).  The payload is composed of either the consolidated Schema or the 9 FRS Schema files.  The Payload Operation attribute will be the same regardless of the Schema used.  Refer to Table 2 for a list of allowable Payload Operation values. 

Text Box 1 below contains a segment of an XML instance document with a header and corresponding payload.  Note that each of the payload files carries the identical Payload Operation= FacilityAddUpdate.  Although the Exchange Network Document has the ability to carry payload for different operation types, the Facility FCD V1.0 imposes a restriction of 1 Operation per Exchange Network Document. 

	<?xml version="1.0"?>

<Document xmlns:xsd="http://www.w3.org/2001/XMLSchema" Id="d20560cc-ff56-43f3-af8a-371f16e66448" xmlns="http://www.exchangenetwork.net/schema/v1.0/ExchangeNetworkDocument.xsd" xmlns:ds="http://www.w3.org/2000/09/xmldsig#" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:schemaLocation="http://www.exchangenetwork.net/schema/v1.0/ExchangeNetworkDocument.xsd

http://test.epacdxnode.net/ExchangeNetworkDocument.xsd">
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<Header xmlns="">



<Author>GEO-LOC</Author>



<Organization>OR-DEQ</Organization>



<Title>Oregon Add Files</Title>



<CreationTime>2004-03-02T09:56:47.6545128-08:00</CreationTime>



<Comment> Adds and Updates of Facility Data</Comment>



<DataService>FRSCompare</DataService>



<ContactInfo>Glen Carr (503) 555-1212</ContactInfo>



<Notification>David Dundua</Notification>



<Notification>Mash Eslami</Notification>



<Notification>File</Notification>



<Sensitivity>Confidential</Sensitivity>



<Property>




<name>Schema</name>




<value> Nine_files_v2.3</value>



</Property>


</Header>
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<Payload Operation="FacilityAddUpdate" xmlns="">



<FacilitySiteList xmlns:xsd="http://www.w3.org/2001/XMLSchema"                        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:noNamespaceSchemaLocation="http://www.epa.gov/enviro/html/frs_demo/presentations/FACID_FacilitySiteList_v2.3.xsd">




<FacilitySiteDetails>





<FacilitySite>






<FacilityRegistryIdentifier>110004792047</FacilityRegistryIdentifier>






<FacilitySiteName>ABC Co.</FacilitySiteName>






<FacilitySiteTypeName>Stationary</FacilitySiteTypeName>






<FederalFacilityIndicator>N</FederalFacilityIndicator>






<TribalLandIndicator>N</TribalLandIndicator>






<CongressionalDistrictNumber>02</CongressionalDistrictNumber>






<LegislativeDistrictNumber>54</LegislativeDistrictNumber>






<HUCCode>17070301</HUCCode>





</FacilitySite>





<LocationAddress>






<LocationAddressText>123 NE 3RD ST</LocationAddressText>






<LocalityName>BEND</LocalityName>






<CountyStateFIPSCode>41017</CountyStateFIPSCode>






<CountyName>DESCHUTES</CountyName>






<StateUSPSCode>OR</StateUSPSCode>






<StateName>OREGON</StateName>






<CountryName>United States</CountryName>






<LocationZIPCode>97701</LocationZIPCode>





</LocationAddress>





<DataSourceName>OregonDEQ</DataSourceName>





<LastReportedDate>2004-02-19</LastReportedDate>





<stateFacilitySystemAcronymName>GEO-LOC</stateFacilitySystemAcronymName>





<stateFacilityIdentifier>67</stateFacilityIdentifier>




</FacilitySiteDetails>



</FacilitySiteList>


</Payload>


<Payload Operation="FacilityAddUpdate" xmlns="">



<EnvironmentalInterestList xmlns:xsd="http://www.w3.org/2001/XMLSchema" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:noNamespaceSchemaLocation="http://www.epa.gov/enviro/html/frs_demo/presentations/FACID_EnvironmentalInterestList_v2.3.xsd">




<EnvironmentalInterestDetails>





<EnvironmentalInterest>






<InformationSystemAcronymName>OR-ACSIS</InformationSystemAcronymName>






<InformationSystemIdentifier>1111111</InformationSystemIdentifier>






<EnvironmentalInterestTypeText>ACDP Regular</EnvironmentalInterestTypeText>






<FederalStateInterestIndicator>S</FederalStateInterestIndicator>






<EnvironmentalInterestStartDate>2008-05-01</EnvironmentalInterestStartDate>






<InterestStartDateQualifierText>Permit Issued</InterestStartDateQualifierText>





</EnvironmentalInterest>





<DataSourceName>OregonDEQ</DataSourceName>





<LastReportedDate>2008-05-01</LastReportedDate>





<stateFacilitySystemAcronymName>GEO-LOC</stateFacilitySystemAcronymName>





<stateFacilityIdentifier>689</stateFacilityIdentifier>




</EnvironmentalInterestDetails></EnvironmentalInterestList>


</Payload>


<Payload Operation="FacilityAddUpdate" xmlns="">



<IndividualList xmlns:xsd="http://www.w3.org/2001/XMLSchema" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:noNamespaceSchemaLocation="http://www.epa.gov/enviro/html/frs_demo/presentations/FACID_IndividualList_v2.3.xsd">




<IndividualDetails>





<InformationSystemAcronymName>OR-LUST</InformationSystemAcronymName>





<InformationSystemIdentifier>11-11-1111</InformationSystemIdentifier>





<EnvironmentalInterestTypeText>LEAKING UNDERGROUND TANK</EnvironmentalInterestTypeText>





<Affiliation>






<AffiliationTypeText>Responsible Party</AffiliationTypeText>






<AffiliationStartDate>2089-02-23</AffiliationStartDate>






<AffiliationEndDate>2089-03-01</AffiliationEndDate>





</Affiliation>





<PhoneFaxEmail>






<TelephoneNumber>(503) 555-1212</TelephoneNumber>





</PhoneFaxEmail>





<Individual>






<IndividualFullName>Abe Lincoln</IndividualFullName>





</Individual>





<MailingAddress>






<MailingAddressText>1111 Main St</MailingAddressText>






<MailingAddressCityName>Portland</MailingAddressCityName>






<MailingAddressStateUSPSCode>OR</MailingAddressStateUSPSCode>






<MailingAddressStateName>OREGON</MailingAddressStateName>






<MailingAddressZIPCode>97220</MailingAddressZIPCode>


</MailingAddress>





<DataSourceName>OregonDEQ</DataSourceName>





<LastReportedDate>1990-12-21</LastReportedDate>





<stateFacilitySystemAcronymName>GEO-LOC</stateFacilitySystemAcronymName>





<stateFacilityIdentifier>65</stateFacilityIdentifier>




</IndividualDetails></IndividualList></Payload>

</Document>




Text Box 1 Sample Header and Payload Instance

2.2.4 Payload Validation and the Exchange Network Document

 Nodes should validate the XML data files to the governing schema prior to sending them to a Partner, to ensure that payloads are properly formatted. At least during the initial implementation of the Flow, Nodes should locally validate payloads (even if it is done manually) to ensure that are structured properly.  This extra step is necessary if the Network is to take advantage of at least the basic syntax checking capabilities of XML.  As noted below, implementers can do this validation in two steps (first the payload, then the Exchange Network Document) or one.

The Facility IPT chose the structure of the Exchange Network Document (with one wrapper Schema embedding another) so that schema developers would not have to modify their schema by manually inserting the header elements.  Thus the entire Exchange Network Document is governed by two (or more in the case of the FRS 9 files) schema, one for the Exchange Network Document itself and one for the payload this is indicated by the “schema location” tags for Exchange Network Document and each payload.   .  

3.0 Configurations for the Facility Exchange Flows

This section contains descriptions, including parameter values for Network messaging, for each Facility Exchange Flow.  

3.1 Facility Exchange Flows:  AllFacilityFullRefresh  

3.1.1 Overview

As the name indicates, this Flow is used to send a full refresh (or the initial load) of all shared facility data for all facilities.  Two payload options are available, the FRS 9 Files Schema V2.3 or the FRS Consolidated Schema V2.3.  The header of the Exchange Network Document shows the sending Partner’s choice of Schema, as described in section 2.2.1.   

Sending Partners can use AllFacilityFullRefresh for at least three purposes:

· “Initial Load” for the Flow, when the Partner intends to use one of the other options for  routine updates

· As a interim means of providing a “refresh” of data as a Partner develops the ability to use one of the update Flows 

· As a way to resynchronize or reset systems periodically after a change or reconfiguration or to fix an error that cannot be efficiently handled in an update file.  Examples may include recovery from a corrupted data transfer, state re-assignment or re-mapping of some key fields.  Most Partners anticipate doing a total refresh at least annually.

Note that unlike the GetFacilitiesByStateID Data Service described in Section 4.0, the universe of facilities (and environmental interests) sent as part of the AllFacilityFullRefresh operation (and the update flows) will probably be only a subset of that Partner’s sharable facility universe.  States should work with FRS data stewards to identify the correct universe to exchange. 

3.1.2  AllFacilityFullRefresh Configuration Details

	FCD Specification Area
	Value
	Notes

	Flow Name
	All Facility Files Full Refresh 

All Facility Full Refresh
	

	Network Method/parameters
	Flow=FRS


	

	Payload Schema
	FRS Nine Files 2.3 or FRS Consolidated 2.3
	See header property below

	Header Property
	Name= “Schema” Value = Nine_files_v2.3 or Consolidated_v2.3
	See Sections 2.2.1 and 2.2.3

	Payload Operation
	AllFacilityFullRefresh
	

	Payload Formatting/Structure
	See section 2.1
	File should be zipped before attachment via DIME

	Payload File Naming Convention
	N/A
	

	GetStatus Responses
	
	All standard GetStatus responses as defined in the Protocol and Specification.

	Timing
	Established in TPA. Expected to be annually, or as initiated/requested by either partner.
	

	NAAS Authorized User Accts
	CDX must authorize Submit/FRS 
	


3.1.3 FRS Processing

FRS Processing of the AllFacilityFullRefresh Flow is exactly the same as the processing for all Facility Exchange Flows.  Additionally, FRS processes data unique to that originating state - i.e., if two states use a system called FP that both had a facility with the same StateFacilityIdentifier they would not be treated as one facility.  The business logic applied in FRS Processing to each record is:

· If “StateFacilityIdentifier” and “StateFacilitySystemAcronymName” already exist, compare and update the information provided.  If appropriate, comparison and update is done for each module/file of information using the FRS keys for that module

· If “StateFacilityIdentifier” and “StateFacilitySystemAcronymName” do not exist, a new facility record is created with the submitted information.

· If “StateFacilityIdentifier” and “StateFacilitySystemAcronymName” already exist but NOT contained in the most recent AllFacilityFullRefresh payload, the facility record is deleted.

3.2 Facility Exchange Flows:  Facility Add/Update

3.2.1 Facility Updates and Deletes via Submit

Using this approach, states periodically generate FacilityAddUpdate and FacilityDelete files by comparing locally cached snapshot copies of their facility file with the current file. The business logic used to generate the FacilityAddUpdate and FacilityDelete operations is similar to that used by FRS in processing of the FacilityDelete (See Section 3.1.3):

· Use state keys to identify the changed facilities:

· Compare the state keys for the facility; if the facility does not exist in the historic snapshot, mark it as a FacilityAddUpdate.

· Compare the state keys for the facility; if the facility exists in the historic snapshot but not in the current copy, mark it as a FacilityDelete.

· Compare the state keys for the facility; if the facility exists, compare the facility data in both files; if any of information has changed, mark the facility as a FacilityAddUpdate.   For non-key information, such as a SIC code, that occurs in the historic file but not in the current file this information will be deleted.  While technically the non-key information is being deleted the Facility Exchange Flow considers this a FacilityAddUpdate.  

· Output all facility data for all facilities marked FacilityAddUpdate into the schema of choice and wrap the schema or schemas with header information with the payload operation attribute set to “FacilityAddUpdate”.   

· Output all facility data for all facilities marked FacilityDelete into the Schema FACID_FacilitySiteList_V2.3.xml, the only Schema allowed for the FacilityDelete payload.  The only fields in the Schema that should be populated are the “StateFacilityIdentifier” and “StateFacilitySystemAcronymName”—all other data should be omitted.  Partners will use this schema  because it is small and contains the necessary fields. 

Sending update and delete data to FRS involves two simple submits; payloads containing FacilityAddUpdate operations and FacilityDelete operations, respectively.  Either the 9 FRS or the consolidated schema formats are allowed for the FacilityAddUpdate; the use of the 9 FRS schema files is designated with the word “[Files]” in the Facility Exchange Flow name, and a header property, as in Section 3.1 and shown in the table below. 

3.2.2 Facility Updates and Deletes via Submit Configuration Details

	FCD Specification Area
	Value
	Notes

	Flow Name
	Facility File Updates via Submit Facility Updates via Submit
	

	Network Method/parameters
	Flow=FRS


	AddUpdates and Deletes carried in separate documents via a separate submit.

	Payload Schema
	For FacilityAddUpdate: FRS Nine Files 2.3 or FRS Consolidated 2.3

For FacilityDelete  only FACID_FacilitySiteList_V2.3.xml


	See header property below

	Header Property
	Name= “Schema” Value = Nine_files_v2.3 or Consolidated_v2.3
	See Sections 2.2.1 and 2.2.3

	Payload Operation
	FacilityAddUpdate or FacilityDelete
	

	Payload Formatting/Structure
	See section 2.1
	File 

	Payload File Naming Convention
	N/A
	

	GetStatus Responses
	
	All standard GetStatus responses as defined in the Protocol and Specification.

	Timing
	Established in TPA. Expected to be monthly or bi-monthly, or as requested/initiated by partner
	

	NAAS Authorized User Accts
	Before data can be submitted to FRS, user must contact helpdesk to request authorization to Submit to production CDX Node.  After EPA approval, user will be granted Submit and GetStatus authorization. Per users request EPA will grant Download privileges so the user can verify the file.
	


3.2.3 Facility [File] Updates and Deletes via ChangeDate

The ChangeDate approach to the Facility Flow uses two simple (for the user) data services to provide Updates and Deletes.  A Node queries key date fields in the facility system and returns the facility data for the indicated facilities to provide these data services.  This approach is immediate and direct for states able to support it..  Partners using this approach who plan to return information using the 9 FRS schema must honor, via Query or Solicit, GetFacilityFilesByChangeDate and GetDeletedFacilityFileByChangeDate.  If Partners are planning to use this approach but are will be returning information using the consolidated Schema, GetFacilityByChangeDate and GetDeletedFacilityFileByChangeDate must be honored.  Note that the FacilityDelete operation uses the same data service regardless of the schema format used for the FacilityAddUpdate.  For all facility deletes the Schema FACID_FacilitySiteList_V2.3.xml is the only Schema Partners need to return.  Additionally, the only fields in the Schema that should be populated are the “StateFacilityIdentifier” and “StateFacilitySystemAcronymName”—all other data should be ignored.   See Section 2.1.5.

Given that most state systems track dates at several levels, the major implementation challenge is setting the appropriate level so that it captures relevant changes without too many false positives.  For example, if data is spread across several tables and the state is using a “row change” tracking date, that date may be updated when fields not part of the flow are changed; this may also cause “double counting”.  In some cases, it may be easier to generate the transactions and then filter them (e.g. to ensure that only one instance of the facility is in the file even though many different changes were detected in it).  The major design compromise of always providing the complete facility tree for ANY detected change simplifies this matter greatly, since once a change is detected it no longer matters where it occurred in the record.  Implementers should focus on balance here— the IPT assumes as part of this approach that some false positive transactions will be sent (i.e. records sent as FacilityAddUpdates that have the same information as is currently stored in FRS).  

Delete transactions (invoked by their own data service), may require a different approach than FacilityAddUpdates.  In some cases, states may be able to use existing information in their databases to detect “deletes”—most often these will be due to merges of data between records.  In other cases, states may need to write a simple special purpose logging function triggered when a delete of a root facility record occurs.  Another option is for states to use the ChangeDate approach for the AddUpdates, along with a manual or semi-manual Submit process for deletes. 

3.2.4 Facility [File] Updates and Deletes via ChangeDate Configuration Details

	FCD Specification Area
	Value
	Notes

	Flow Name
	Facility File Updates via Change Date

Facility Updates via Change Date
	

	Network Method/parameters
	Solicit: GetFacility[Files]ByChangeDate

Solicit: GetDeletedFacilityFileByChangeDate
	See Data Services Tables Below complete specification

	Header Property
	Name= “Schema” Value = Nine_files_v2.3 or Consolidated_v2.3
	See Sections 2.2.1 and 2.2.3

	Payload Operation
	For Adds and Updates: FacilityAddUpdate
For Deletion of Faculties: FaciltyDelete


	


	Data Service Name
	GetFacilityByChangeDate

	Data Service Type
	Query or Solicit

	Data Service Parameters, Order, and Format
	State USPS (string), Change Date (date)

	Return Method (If Solicit)
	Either via Download or Submit to a return URL.

	Payload Format (Schema)
	FACID_FacilitySiteList_v2.3.xsd

	Data Service Timing/Initiation
	Every 2 weeks (comments?)

	Naming Convention
	FacID.GetFacilityByChangeDate_v.1.0

	Security
	 A State must authorize CDX/FRS to Solicit/Query its Node.

	NAAS Authorized User Accts
	Partner Specific

	Other Security
	Partner Specific

	Encryption
	N/A

	Signature
	N/A

	Data Service Management and Workflow 
	Always performed along with GetDeletedFacilityByChangeDate

Requestor assumed to maintain record of date of solicitation of facility data updates, and use this date as the Change Date for the subsequent request.

	Data Service Status/Fault Conditions
	Protocol and Specification Default Conditions


Table 4 GetFacilityByChangeDate Configuration Detail
	Data Service Name
	GetDeletedFacilityFileByChangeDate

	Data Service Type
	Query or Solicit

	Data Service Parameters, Order, and Format
	State USPS (string), Change Date (date)

	Return Method (If Solicit)
	Either via Download or Submit to a return URL.

	Payload Format (Schema)
	FACID_FacilitySiteList_v2.3.xsd (but only containing required elements – i.e., StateFacilityIdentifier and StateFacilitySystemAcronymName) 

	Data Service Timing/Initiation
	Every 2 weeks

	Naming Convention
	FacID.GetDeletedFacilityByChangeDate_v.1.0

	Security
	 A State must authorize CDX/FRS to Solicit/Query its Node.

	NAAS Authorized User Accts
	Partner Specific

	Other Security
	Partner Specific

	Encryption
	N/A

	Signature
	N/A

	Data Service Management and Workflow 
	Requestor assumed to maintain record of date of solicitation of facility data updates, and use this date as the Change Date for the subsequent request.

	Data Service Status/Fault Conditions
	Protocol and Specification Default Conditions


Table 5 GetDeletedFacilityFileByChangeDate Configuration Detail

	Data Service Name
	GetFacilityFilesByChangeDate

	Data Service Type
	Query or Solicit

	Data Service Parameters, Order, and Format
	State USPS (string), Change Date (date)

	Return Method (If Solicit)
	Either via Download or Submit to a return URL.

	Payload Format (Schema)
	FACID_FacilitySiteList_v2.3.xsd

FACID_GeographicCoordinateList_v2.3.xsd

FACID_EnvironmentalInterestList_v2.3.xsd

FACID_AlternativeNameList_v2.3.xsd

FACID_OrganizationList_v2.3.xsd

FACID_IndividualList_v2.3.xsd

FACID_MailingAddressList_v2.3.xsd

FACID_SICCodeList_v2.3.xsd

FACID_NAICSCodeList_v2.3.xsd

	Data Service Timing/Initiation
	Every 2 weeks

	Naming Convention
	FacID.GetFacilityFilesByChangeDate_v.1.0

	Security
	 A State must authorize CDX/FRS to Solicit/Query its Node.

	NAAS Authorized User Accts
	Partner Specific

	Other Security
	Partner Specific

	Encryption
	N/A

	Signature
	N/A

	Data Service Management and Workflow 
	Always performed with GetDeletedFacilityFileByChangeDate

Requestor assumed to maintain record of date of solicitation of facility data updates, and use this date as the Change Date for the subsequent request.

	Data Service Status/Fault Conditions
	Protocol and Specification Default Conditions


Table 6 GetFacilityFilesByChangeDate Configuration Detail

4.0 Data Services

This Version 1.0 FCD specifies only one general purpose data service GetFacilityByStateID.    All Partners agree that the Data Services must be expanded to provide additional solicits and queries.  Appendix C describes a potential future data service called GetFacility that dramatically increases the amount and type of Facility ID information made available.  Subsequent versions of the FCD will address additional Data Services.
4.1 Query{GetFacilitybyStateID}

	Data Service Name
	GetFacilityByStateID

	Data Service Type
	Query

	Data Service Parameters, Order, and Format
	State USPS (string), State Facility Identifier (string), State Facility System Acronym Name (string)

	Return Method (If Solicit)
	n/a

	Payload Format (Schema)
	FACID_FacilitySiteList_v2.3.xsd

	Data Service Timing/Initiation
	User Defined/Ad Hoc

	Naming Convention
	FacID.GetFacilityByStateID_v.1.0

	Security
	 A State should authorize all users to Query its Node.

	NAAS Authorized User Accts
	Partner Specific

	Other Security
	Partner Specific

	Encryption
	N/A

	Signature
	N/A

	Data Service Management and Workflow 
	No Workflow

	Data Service Status/Fault Conditions
	Protocol and Specification Default Conditions


Table 7 GetFacilityByStateID Configuration Detail

4.2 Data Services Schema

A Schema exists documenting all the Facility Data Services.  A copy of the Schema can be found in Appendix H and on the Network Registry.
5.0 FRS Processing, Feedback and Unique Data Services

5.1 Processing and Feedback

5.11  SEQ CHAPTER \h \r 1Test Environment 

When a state first submits files through the node, the files are processed and analyzed by the FRS team in a test environment.  The FRS team prepares a document which explains any data or formatting errors found with the files.  The state corrects the errors and resubmits the files.  This process continues until all errors have been fixed and all issued resolved.  The FRS team then coordinates with CDX and the state to set up a production account and to grant access to the EPA production servers.  This will allow the state to submit their files to the production environment for loading to the FRS production database. Once a Partner has provided baseline data to FRS, the preferred exchange mechanism involves scheduling queries against the submitting node on a bi-weekly basis via CDX (e.g., GetFacilityByChangeDate).  At this point, the state node is considered operational in the production environment. 

The types of issues that the FRS team has discovered in the review of several state XML files and included in the feedback documents are summarized below:   

Schema Validation
FRS has received XML files that were not structured properly against the corresponding schemas.  The data values were not between the appropriate tags, mandatory fields were empty, and incorrect tag names were used.  If States validate their XML files against the schemas before submitting them through CDX, it will save time for both the sending and receiving partners.

Unnecessary information
FRS has received Individual and Organization files containing no information other than the mailing address of the facility.  Each mailing address included in these files also appeared in the Mailing Address file, so this information was redundant and unnecessary.  FRS has also received an Alternative Name file containing no alternative names; each record contained only the StateFacilitySystemAcronymName and the StateFacilityIdentifier.  Again, if there is no information to provide for a specific file, that file should not be generated.  

Corrupted/Bad Data
FRS has received files with extraneous characters in the data fields.  This can be caused by a rich text or some other type of formatted text and may be corrected if the files are first saved as plain ASCII text.  Some fields have long strings of spaces instead of being blank.  Some data values are simply invalid such as telephone numbers = “0" and dates = “1-1-1111". 

Data Gaps
FRS has received data files with major data gaps, such as facility files with no address information for any of the records.  

Orphan records
FRS has received many “orphan” records.  An orphan record is a child record (environmental interest, SIC, NAICS, individual, organization, mailing address, geographic coordinates, alternative name) with an ID that does not exist in the site file.  FRS cannot process orphan records.

Duplicate Environmental Interest Records
FRS has been receiving duplicate environmental interest records, or more than one record with the same interest type for the same facility.  The fields that determine a unique environmental interest are:  InformationSystemAcronymName, InformationSystemIdentifier, EnvironmentalInterestTypeText, StateFacilitySystemAcronymName, and StateFacilityIdentifier.  This duplication of environmental interest records results in an exponential growth rate of the children organization, contact, and mailing address records.  This, in turn, has resulted in huge file sizes which has caused numerous processing problems. 

The purpose of FRS is to record accurate, up-to-date facility identification information and identify active permits and activities occurring at the facility that are of environmental concern (e.g., is the facility releasing pollutants to the air?, discharges to the water?, which environmental permits does the facility have?)  Typically, a permit covers a specified time period; at the end of the time period the permit is either renewed or expired.  FRS does not keep track of each time the permit is renewed.  FRS is only concerned with when the permit was first issued, through the environmental interest start date, and when the permit expires, without intent for renewal, through the environmental interest end date.  FRS only keeps track of the permit number and the type of permit (i.e., Title V Air Major).  Any other details related to the issue or oversight of the permit or accounting records, that may be kept at the state level,  should not be transferred to FRS.  Inspections should not be transferred to FRS.  If the States filter their data to eliminate these types duplicate environmental interest records, the file sizes, processing time, and level of effort would be greatly reduced.

Data Element Lengths
Although the FRS XML schemas do not specify length constraints on the data elements, the FRS Oracle database does indeed enforce specific length constraints.  These lengths were designed to be compliant with the Facility Identification Data Standard and the Facility Identification Template for States, Version 2.  FRS has been receiving data that exceeds the lengths specified for their intended columns.  This data is being accepted, but is getting truncated to fit into the Oracle columns.  All of the FRS table and column data formats are available from the FRS website. 

Source Of Data
The DataSourceName field in FRS represents the source of the associated data.  FRS is receiving a variety of values in this field and would prefer the name of the state facility information system preceded by the name of the state followed by a dash.  For example, the name of Nebraska’s Facility System is Integrated Information System (IIS); therefore, the source of data for NE would be “NE-IIS”.  It is necessary to append the state name to make the source unique in case another state uses the same name and to readily identify the state as the source of data.  

5.1.2 Production Environment 

The FRS Feedback Form will provide up-to-date status information to states that are operational on the node.  For example, for each transaction identification number, the following information will be provided to enable states to track the status of their submissions:

· Transaction ID

· Retrieved Date

· Posted Date

· File Name

· Status (Pending, Processed, or Rejected)

· Total Number of Records Received

· Total Number of Records Processed

· Schema Version (V2.2, V2.3)

· Schema Type (Individual, Consolidated)
· Comments  
5.2 FRS Unique Data Services

Following are the list of web services and expected parameters that FRS will honor.   To access these services, Partners should point their Nodes and Clients to EPA CDX.   At the time of publishing this document, FRS and CDX have exposed all of the following Data Services.  Please contact the Network Help Desk for the most recent list of services available and the parameters required to access them.   
· GetMultipleStateIDtoOneFRSID
 SEQ CHAPTER \h \r 1State facilities that FRS considers as possible duplicates; two or more State IDs that have been linked to one FRS ID.

Parameters:

· p_tranid

· p_stcode

· p_Servicerequestname

It is critical for states to consume this value added service after each exchange and review the list and correct the linkages in the state databases if applicable and coordinate with the FRS team to resolve the remaining linkage discrepancies. Due to the nature of this service and overlapping parameters with other services, the Service Name is required.
	Data Service Name
	GetMultipleStateIDtoOneFRSID

	Data Service Type
	Solicit

	Data Service Parameters, Order, and Format
	State USPS (string)

	Return Method (If Solicit)
	Submit

	Payload Format (Schema)
	Abbreviated FRS outbound Schema

	Data Service Timing/Initiation
	User Defined/Ad Hoc

	Naming Convention
	FacID.GetFacilityByStateID_v.1.0

	Security
	 

	NAAS Authorized User Accts
	Partner Specific

	Other Security
	Partner Specific

	Encryption
	N/A

	Signature
	N/A

	Data Service Management and Workflow 
	No Workflow

	Data Service Status/Fault Conditions
	Protocol and Specification Default Conditions


· GetImprovedFacility
 SEQ CHAPTER \h \r 1State facilities that have had core facility identification information improved by FRS.

Parameters:

· p_tranid

· p_stcode

· p_Servicerequestname
FRS makes use of the United States Postal Service’s (USPS) “City/State” product to validate, assign data quality, derive, and improve core facility data (i.e., Location Address, City, State, County, Zip Code) reported by States or National Systems. Consumption of this value added service will provides list of facilities with data quality improvement to the core facility data.
5.2.1 Other Services offered by FRS

· GetFacilityByHUCCode 
This service provides facility information for specific HUC Code. 

Parameters:

· p_tranid

· p_stcode

· p_huccode

· p_Servicerequestname

· GetFRSFacilityByRegistryID
This service provides facility information for specific Registry ID (FRS ID). 

Parameters:

· p_tranid

· p_Regid

· p_Servicerequestname

· GetFacilityByName
This service provides facility information for specific facility name.
Parameters: 

· p_tranid

· p_stcode

· p_Regid

· p_Servicerequestname

· GetFacilityByCityName) 
This service provides facility information for specific City.
Parameters: 

· p_tranid

· p_stcode

· p_cityname

· p_Servicerequestname

· GetFacilityByCountyName
This service provides facility information for a specific County.
Parameters: 

· p_tranid

· p_stcode

· p_countyname

· p_Servicerequestname

· GetFacilityByZIPCode
This service provides facility information for specific ZIP Code.
Parameters: 

· p_tranid

· p_stcode

· p_zip

· p_Servicerequestname

· GetFacilityByStateId
This service provides facility information for specific State ID.
Parameters: 

· p_tranid

· p_stcode

· p_stateid

· p_Servicerequestname

· GetFacilityBySICode 
This service provides facility information for specific SIC Code.
Parameters: 

· p_tranid

· p_stcode

· p_siccode

· p_Servicerequestname

Appendices

A. Facility DET documentation

The attached Facility Data Exchange Template (DET) spreadsheets provide a more human readable version of Facility ID schemas. These spreadsheets list each of the data (XML) elements of the schema along with:

The schema and tag name of that data element

· A definition of the element, based on the Facility Data Standards definition where applicable, and/or along with other details of the purpose of that data element, and in some cases, examples data values.

· The list of permitted values (based on the XML schema’s enforced enumerated list).

· Whether the data element is required or not (for a file based on that specific schema).

· The data type for that data element – e.g., A = string, D = Date, and the length prescribed by the Facility Data Standards (although not enforced by the schema in most cases).

· Any formatting rules that apply - either enforced by the schema or not (e.g., must be YYYY-MM-DD).

One intended use of these spreadsheets is as a basis for a Partner’s initial mapping of these data elements to the fields available in the Partner’s source database(s). It is anticipated that this will be a necessary analysis and documentation step that each Partner will employ, albeit for internal use only. 

B. Looking Ahead to Version 1.1 and beyond

The Facility Network Exchange tries to do a new thing in a new way.  Given the complexity and number of inter-relationships with other data inherent to facility information, this document does not answer every possible Facility Network Exchange scenario.  Specifically, Facility IPT has identified the following unresolved issues and focus areas. Some may be addressed in an immediate follow-on effort to expand version 1. 0 (this version) of the FCD and some will probably have to wait until sufficient experience actually processing updates from many states has been compiled.

These future functions can be organized as follows:

Finishing the Facility Data Services

The IPT, in an effort to produce timely documentation, agreed to proceed with only one data service, but acknowledged that a more robust set of services is needed (see appendix C). These services are essential to demonstrating the ability of the Network to provide new kinds of data access via “data service publishing.”

Refinements and Minor Additions to the Facility Schema/Format

The facility schema has already been revised more than any other Network schema, rather than add a new revision to this FCD, the team has documented the following additions/refinements (some of which can be accomplished with no physical chances to the schema).

•
A field for partners to indicate a URL at which additional detail on a facility can be found (to support HTML drill through). This addition allows a very powerful integration via simple “cross-site linkages” between partner websites. This can be one of the most simple and visible ways that the Network supports integration.  

•
Expanding data carried in the environmental interest area to include the Agency name (e.g. UT Mine Program) as well as the standardized environmental interest name.
.   

•
In addition to Environmental Interests, many other fields in the facility exchange would benefit from standardization, including:

o
MAD codes 

o
Affiliation types

o
And others

Refinements to FRS Services to Data Partners

As they become available, more and more states may use FRS services a part of their facility reconciliation process.  Several ideas were considered but deferred for enhancing these services:

•
Identifying a more sophisticated error tracking/data checking service – The current FRS feedback will focus only gross errors and linkages, it will not attempt to provide detailed, record-by-record feedback to submitters.

•
FRS may be able to provide more detailed feedback on new data linked to parent facility records as that data becomes available.

•
FRS may be able to expose, for use by others, some of the reconciliation logic it uses to identify candidate duplicate facilities.

Refinements to the Shared Business Process for Facility Reconciliation

As more experienced is gained it may be useful to further define standard processes for more advanced facility exchange and reconciliation processes including:

•
Better coordination of the begin and end dates for environmental interests, and what these mean to partners.

•
Coordination of the facility data flows handled as part of the FRS exchange and facility data included as part of updates to other national systems. States providing improved facility data to FRS through this Flow will still have to provide that data through the applicable EPA National System as well.  FRS does not currently push that data into the National System, nor have the state/EPA business rules for such transactions been explored.

•
Dealing with “closed facilities”

•
Resolving how partners address the rare situations where facilities are split/merged, across programs or owners, in complex ways.

C. Future Version Data Services  (GetFacility)

Ultimately, the future of the Exchange Network will emphasize the ability to support ad-hoc querying of data through a Node, over the ability to support replication of large sets of data across organizations. The current version of the FCD provides a mechanism to replicate facility identification data across Partners. The envisioned GetFacility data service will provide a mechanism to allow Partners to much more selectively inquire upon facility data based on a wide variety of parameters. Some examples of the uses of this data service are:

· To identify which other states regulate facilities owned by company X – a company that has recently applied for a permit, and whose compliance history is being reviewed.

· To determine the number of dry cleaner facilities that are regulated as Small Quantity Generators of Hazardous Waste in counties X,Y and Z.

· To identify the list of facilities with remediation activities within a bounded physical location.

	Data Service Name
	GetFacility

	Data Service Type
	Query

	Data Service Parameters, Order, and Format
	See table below, plus flags to indicate which major sections of the schema are desired in the payload (e.g., Environmental Interests?, Affiliations?, Location Coordinates?, Industry codes?)

	Return Method (If Solicit)
	n/a

	Payload Format (Schema)
	FACID_FacilitySiteList_v2.3.xsd

	Data Service Timing/Initiation
	User Defined/Ad Hoc

	Naming Convention
	FacID.GetFacility_v.1.0

	Security
	 

	NAAS Authorized User Accts
	Partner Specific

	Other Security
	Partner Specific

	Encryption
	N/A

	Signature
	N/A

	Data Service Management and Workflow 
	No Workflow

	Data Service Status/Fault Conditions
	Protocol and Specification Default Conditions


Parameter List Notes

No equivalent element in schema

A few parameters are not directly supported by the Schema (identifiable by the lack of a XML Tag associated with the parameter). For example, one might want to see all facilities in EPA Region V, even though this is not a data item one really needs to share.

Multiple Parameter Boolean Logic

All parameters are ANDed together. If a single parameter allows multiple values, then those would be ORed together. So if one wanted to query all TRI facilities in the Counties of 'Avery' and 'Bowen' the Boolean logic would be Environmental Interest Type = 'TRI’ AND (County = 'Avery' OR 'Bowen').

Wildcards

For parameters where the use of wildcards is appropriate, there are only two cases: 

1. the data starts with the parameter value (e.g., SIC starts with 321, ZIP starts with 97035)

2. the parameter is a text string that should allow any combination of the (RDBMS vendor independent) SQL wildcards - i.e., '%' and '_'.

Permitted Values

Many of the parameters are based on enumerated lists (i.e., 'look up codes'), and should be supported by a Node’s DataServices.GetPermittedValues query. 

	Parameter Index
	Grouping Type
	Parameter Name
	Associated XML Schema Tag  Name
	Parameter use Instructions - Definition
	Occurences allowed
	Parameter Data Type
	Parameter Required?
	Parameter use Instructions - Wildcards
	Get Permitted Values?

	1
	Basic Facility Information
	Facility Name
	FacilitySiteName
	The public or commercial name of a facility site (i.e., the full name that commonly appears on invoices, signs, or other business documents, or as assigned by the state when the name is ambiguous).
	1
	A(80)
	No
	Any use of '%' or '_'
	No

	2
	Basic Facility Information
	FRS Registry ID
	FacilityRegistryIdentifier
	The identification number assigned by the EPA Facility Registry System to uniquely identify a facility site.
	1
	A(12)
	No
	Any use of '%' or '_'
	No

	3
	Basic Facility Information
	State Facility Identifier
	StateFacilityIdentifier
	The State's unique identifier for this facility. This must be unique in combination with the State Facility Name, in the case that the state uses more than one system to manage its integrated facility data.
	1
	A(30)
	No
	 
	No

	4
	Basic Facility Information
	Change Date
	 
	The date since which any data for the facility has changed. Format must be: YYYY-MM-DD
	1
	D
	No
	 
	No

	5
	Environmental Interest Information
	State System Identifier
	InformationSystemIdentifier
	The identification number, such as the permit number, assigned by an information management system that represents a facility site, waste site, operable unit, or other feature tracked by that Environmental Information System.
	1
	A(30)
	No
	 
	No

	6
	Environmental Interest Information
	Environmental Interest Type
	EnvironmentalInterestTypeText
	The environmental permit or regulatory program that applies to the facility site. For example:
TRI Reporter
NPDES Major
	Unlimited
	A(60)
	No
	 
	Yes

	7
	Environmental Interest Information
	State System Acronym
	InformationSystemAcronymName
	The abbreviated name that represents the name of an information management system for an environmental program.
Example Values:
CLEANTRACK
TOXIS
	1
	A
	No
	 
	Yes

	8
	Industy Code
	SIC Code
	SICCode
	The industry types that describe the business operations at the Facility. When searching using a SIC code, the system will find any facilities that are in that industry, even if the data about that facility is limited to the equivalent NAICS code(s). 
	Unlimited
	A
	No
	Starts with
	Yes

	9
	Industy Code
	NAICS Code
	NAICSCode
	The industry types that describe the business operations at the Facility. The North American Classification System (NAICS) is a replacement for Standard Industrial Classification (SIC) system, However, some of DEQ's data was collected prior to this migration to the new system. When searching using a SIC code, the system fill find any facilities that are in that industry, even if the data about that facility is limited to the equivalent SIC code(s). 
	Unlimited
	A
	No
	Starts with
	Yes

	10
	Locational
	Location Address
	LocationAddressText
	The address that describes the physical (geographic) location of the front door or main entrance of a facility site, including urban‑style street address or rural address.
	1
	A(50)
	No
	Any use of '%' or '_'
	No

	11
	Locational
	City Name
	LocalityName
	The name of the city, town, village or other locality, when identifiable, within whose boundaries (the majority of) the facility site is located. This is not always the same as the city used for USPS mail delivery.
	1
	A(60)
	No
	 
	Yes

	12
	Locational
	ZIP Code
	LocationZIPCode
	The combination of the 5‑digit Zone Improvement Plan (ZIP) code and the four‑digit extension code (if available) that represents the geographic segment that is a subunit of the ZIP Code, assigned by the U.S. Postal Service to a geographic location; or the postal zone specific to the country, other than the U.S., where the facility site is located.
	1
	A(14)
	No
	Starts with
	No

	13
	Locational
	State
	StateUSPSCode
	The U.S. Postal Service abbreviation that represents the state or state equivalent for the U.S. and Canada.
	1
	A(2)
	No
	 
	No

	14
	Locational
	EPA Region
	 
	The ten EPA Regions that represent sets of States across the nation.
	Unlimited
	A
	No
	 
	Yes

	15
	Locational
	HUC Code
	HUCCode
	The hydrologic unit code (HUC) that represents a geographic area representing part or all of a surface drainage basin, a combination of drainage basins, or a distinct hydrologic feature.
	1
	A(8)
	No
	 
	No

	16
	Locational
	FIPS Code
	CountyStateFIPSCode
	The code that represents the county or county equivalent and the state or state equivalent of the United States.
	Unlimited
	A(5)
	No
	 
	Yes

	17
	Locational
	County Name
	CountyName
	The name of the U.S. county or county equivalent in which the facility site is physically located.
	Unlimited
	A(35)
	No
	 
	Yes

	18
	Locational
	N Bounding Longitude
	 
	Northernmost co-ordinate of a bounding rectangle. Must be a valid decimal Latitude value.
	1
	A
	No
	 
	No

	19
	Locational
	S Bounding Longitude
	 
	Southernmost co-ordinate of a bounding rectangle. Must be a valid decimal Latitude value.
	1
	A
	No
	 
	No

	20
	Locational
	E Bounding Latitude
	 
	Easternmost co-ordinate of a bounding rectangle. Must be a valid decimal Longitude value.
	1
	A
	No
	 
	No

	21
	Locational
	W Bounding Latitude
	 
	Westernmost co-ordinate of a bounding rectangle. Must be a valid decimal Longitude value.
	1
	A
	No
	 
	No

	22
	Locational
	Township/Range/Section/Quarters
	 
	At least T/R/S must be entered. Additional quarters may be entered. These are ordered by increasing levels of accuracy. Each value delineated by a '/'. Quarters must be one of NE,NW,SE,SW.
	1
	A
	No
	 
	No

	23
	Locational
	State Congressional District Number
	CongressionalDistrictNumber
	The number that represents a Congressional District within a State.
	Unlimited
	A
	No
	 
	Yes

	24
	Locational
	State House District Number 
	LegislativeDistrictNumber (?)
	The number that represents a House District within a State.
	Unlimited
	A
	No
	 
	Yes

	25
	Locational
	State Senate District Number 
	LegislativeDistrictNumber (?)
	The number that represents a Senate District within a State.
	Unlimited
	A
	No
	 
	Yes

	26
	Locational
	Federal Congressional District Number
	 
	The number that represents a Congressional District for a state within the United States.
	Unlimited
	A(2)
	No
	 
	Yes

	27
	Locational
	Federal House District Number
	 
	The number that represents a House District for a state within the United States.
	Unlimited
	A
	No
	 
	Yes

	28
	Locational
	Federal Senate District Number
	 
	The number that represents a Senate District for a state within the United States.
	Unlimited
	A
	No
	 
	Yes

	29
	Locational
	Tribal Land Code
	TribalLandIndicator
	Code indicating whether or not the facility site is located on tribal land.
Allowable Values:
Y
N
	1
	A(1)
	No
	 
	Yes

	30
	Locational
	Tribal Land Name
	TribalLandName
	The name of an American Indian or Alaskan native area where the facility site is located.
	1
	A(200)
	No
	 
	Yes


Code indicating whether or not the facility is the property of the Federal Government.

Allowable Values:

Y

	N
	1
	A(1)
	No
	 
	No

	32
	Affiliation
	Organization DUNS Number
	OrganizationDUNSNumber
	A unique nine character identification number provided by Dun & Bradstreet (D&B) called the Data Universal Numbering System (DUNS).
	1
	A
	No
	 
	No

	33
	Affiliation
	Organization Name
	OrganizationFormalName
	The legal, formal name of an organization that is affiliated with the facility site.
	1
	A
	No
	Any use of '%' or '_'
	No

	34
	Affiliation
	Individual Name
	IndividualFullName
	The full name of an individual affiliated with the Facility.
	1
	A
	No
	Any use of '%' or '_'
	No

	TBD
	 
	 
	 
	 
	 
	 
	 
	 
	 

	8
	Environmental Interest Information
	Federal Agencies
	 
	?
	Unlimited
	A
	N
	 
	Yes

	32
	Environmental Interest Information
	Program Category
	 
	?
	1
	A
	N
	 
	Yes

	33
	Environmental Interest Information
	Program Name
	 
	?
	1
	A(20)
	N
	 
	Yes


D. Additional information about State Implementation of the “Comparison” approach

Some Partners cannot support the exchange of incremental changes to their facility data based on the date of change (i.e., their systems do not keep an audit of data changes). An alternative approach that may be used by these partners is to periodically submit XML file(s) that only include the facility data that has changes since their prior submission.  This can be achieved by keeping a full replica of their facility data each time the data is submitted to another Partner (e.g., EPA for FRS), and then during the subsequent submit process identify which facilities contain data that is different to the replica (baseline) set, and thus submit only that subset of data. In order to support this comparison approach one must be able to reliably identify the differences in data since the last submittal.  

Two potential approaches to achieving this are described below.

RDBMS Based Approach

This approach assumes that the Facility data is managed within a relatively small set of tables, and that a second set of those tables can be created, and used to store the replica (baseline) set of data at the end of each submission. This is most likely to be practical if the Node Partner employs a ‘staging database’ in which the facility flow data is housed, and the structure of that database directly reflects the data structure inherent to the Facility Id XML Schema. In this case the nine database tables would be replicated into nine new tables (for example, with the suffix ‘Baseline’ at the end of each table’s name). 

To identify the changes that have occurred to any of the facilities’ data, one would need to write some SQL that identifies the list of Facility primary keys for each Facility that has had any change to its child data. This can be achieved by grouping the Baseline (historical) and current data based on all values contained within the tables, and identifying the records which do not have a count of two (i.e., if there is a pair or rows that match identically, nothing has changed in the data):

	SELECT T.PK_ID

FROM (

  SELECT FIELD_A, FIELD_B, FIELD_C, PK_ID

  FROM TABLE_1

  GROUP BY FIELD_A, FIELD_B, FIELD_C, PK_ID

  HAVING COUNT(*) <> 2

) T




If the current data is in anyway different from the historical data, the count will be one indicating that that row that has been modified since the historical data was replicated. This assumes that both the current and historical data are appended within a single table (for example a temporary table, or based on a view that Unions the two tables together). 

By using a similar query for each of the Facility tables (e.g., nine tables if based directly on the schema), one can collate a list of all of the Facility primary keys that have data that has changed, and then producing the XML file for these will be very similar to the process used by other data services.
XML Differential Based Approach

Similar to the RDBMS approach, once can retain a copy of all of the Facility data using XML file(s), and then use those as a baseline when determining what data has changed prior to submitting a differential set of facility data to another partner.

XML Diff Utilities such as XML Diff and Patch from Microsoft or XML Diff and Merge Tool from IBM allow for comparison of two XML documents. XML Diff detects addition, deletion and other changes between two XML documents and produces Xml Diff Language Diffgram (XDL) that describes the differences between the two XML documents.

Because these utilities performs XML-based comparison of the documents, they ignores the specific order of attributes, insignificant white spaces, differentiate between an empty elements,  “<a />” and elements with no content “<a ></a>”. In addition, most of these tools provide additional options which allow the data provider to ignore XML attributes and elements which are not part of the actual data (comments, declarations, prefixes, namespaces, spaces etc.)

An approach based on XDL utilizes the diffgram as a means of identifying Facilities which have been modified since the last submittal to CDX. Similar to the RDBMS approach described above, this approach requires that the submitter maintains a local copy of the comprehensive Facility data XML file(s) produced at the end of the prior submittal. Using the historical file in combination with the current file allows the provider to create an instance of the XDL. An instance of the XDL file then readily exposes the specific records which can be used to identify a collection of StateFacilityIdentifier values.

Once the StateFacilityIdentifier IDs have been selected they can be then used through the means of a sub-query as part of selection of the appropriate data to submit. Oregon DEQ has already piloted this approach, and is willing to provide guidance for any State wishing to explore it for their own Facility ID exchange (contact: Glen R Carr, carr.glen@deq.state.or.us)
E. Simple checklist for implementing the Facility Flow

	#
	Task Description
	Specifics for Data Provider
	Specifics for Data Consumer

	1
	Node must be implemented and pass all automated test tools at  https://test.epacdxnode.net/test/ and become “Ready to Flow”

Node builders should not start building their Node from scratch.  Many resources are available on the Network Website (www.exchangenetwork.net )  or through the Node Mentoring Group

	Same for both Data Provider and Consumer
	Same for both Data Provider and Consumer

	2
	Node Security Administrator must set up a test NAAS account by calling the Network Help Desk at 888-890-1995 (Select Option 2) or by e-mail, send support requests to nodehelpdesk@csc.com. 
	Same for both Data Provider and Consumer
	Same for both Data Provider and Consumer

	3
	Node Implementers must implement the appropriate security-specific web services as defined in the Network Security Documents
.   Please Once tested, the Node Security Administrators must get a production NAAS account.   

Note:  If the Flow implementers is different from the Node Administrator and is not familiar with general Network Security requirements, the Flow implementer must coordinate with their Node Security Administrator.
	Same for both Data Provider and Consumer
	Same for both Data Provider and Consumer

	5
	Flow Implementers must identify and meet with potential Network Partners to initiate the process of implementing the Flow.

Note:  In instances where the Data Consumer is the public, then this step may be skipped.
	If the data consumer is EPA, then the Data Provider must contact Chris Clark, Patrick Garvey, and Mash Eslami to establish Partner to CDX/FRS connectivity.
	If a Data Provider is already offering the exchange to other partners.  Data consumers may not have to do much work.  Data Consumers should check the Exchange Network website or contact the data provider to obtain documentation governing the exchange.

	6
	If an FCD for the Flow Exists Partners must coordinate and decide what options from the FCD will be implemented. (Generally concurrent with Step 5.
	Data Providers should invest a small amount of time identifying if there are efforts by other partners that may be leveragable to jumpstart the Flow Implementation.
	Data Consumers may be able to utilize existing client functionality to minimize programming efforts to implement the Flow.

	7


	Work with Partner to Establish Flow Test Procedures
	All appropriate NAAS security clearances should be clarified between partners and coordinated with Node Security Administrators.
	All appropriate NAAS security clearances should be clarified between partners and coordinated with Node Security Administrators.

	8
	Node Security Administrator must set up Node to support the Exchange.  (See #7)
	See #7
	See #7

	9
	Partners Test Flow
	If the exchange is with EPA, Partner’s should contact the Help Desk to arrange testing.
	

	10
	Partners Modify, Implement, and Document actual Flow
	
	

	11
	Partners should post Partner-Specific Flow documentation on the Network Registry and/or Network Website as appropriate.
	
	

	12
	If appropriate, Establish TPA
	
	

	13
	Establish that the Node is in Production for Facility

	
	


F. Review of design choices deliberated by the Facility IPT

This appendix provides additional discussion of some of the issues deliberated by the Facility IPT. 

The IPT debated and tested several alternatives for handling transaction with FRS.  The main issue is summarized as “at what level of granularity should states and EPA send updates?” The options considered ranged from “Full refresh” of the entire universe of facilities (very simply but very inefficient) to a proposal that add/update/deletes be allowed for every individual field (very efficient but highly complex).

Key design factors that were considered were:

o
Simplicity  of the business rules to generate updates

o
Simplicity of the business rules for FRS to process updates

o
Efficiency of the data transmission

o
Probability that unforeseen complexities would break otherwise viable solutions

o
Capabilities of state systems

The options considered by the group.

[image: image7]
G. ExchangeNetworkDocument Instance File
<?xml version="1.0" ?> 

- <Document xmlns:xsd="http://www.w3.org/2001/XMLSchema" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" Id="8f58f23e-7c9e-4748-be68-6768adaebce8" xmlns="http://www.exchangenetwork.net/schema/v1.0/ExchangeNetworkDocument.xsd">
- <Header xmlns="">
  <Author>GEO-LOC</Author> 

  <Organization>OR-DEQ</Organization> 

  <Title>FacilitySiteList</Title> 

  <CreationTime>2004-01-27T11:12:24.2732142-08:00</CreationTime> 

  <Comment>First Test of the Header Routine</Comment> 

  <DataService>GetFacilitySiteByID</DataService> 

  <ContactInfo>Glen Carr (503) 229-5062</ContactInfo> 

  <Notification>David Dundua</Notification> 

  <Notification>Mash Eslami</Notification> 

  <Notification>File</Notification> 

  <Sensitivity>Confidential</Sensitivity> 

- <Property>
  <name>Parameters</name> 

  <value>30495</value> 

  </Property>
  </Header>
- <Payload Operation="FacilityAddUpdate" xmlns="">
- <FacilitySiteList xmlns:xsd="http://www.w3.org/2001/XMLSchema" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:noNamespaceSchemaLocation="http://www.epa.gov/enviro/html/frs_demo/presentations/FACID_FacilitySiteList_v2.1.xsd">
- <FacilitySiteDetails>
- <FacilitySite>
  <FacilityRegistryIdentifier>110014147663</FacilityRegistryIdentifier> 

  <FacilitySiteName>PRIDE OF OREGON/TEXACO STATION</FacilitySiteName> 

  <FacilitySiteTypeName>Contaminated Site</FacilitySiteTypeName> 

  <FederalFacilityIndicator>N</FederalFacilityIndicator> 

  <TribalLandIndicator>N</TribalLandIndicator> 

  <CongressionalDistrictNumber>05</CongressionalDistrictNumber> 

  <LegislativeDistrictNumber>32</LegislativeDistrictNumber> 

  <HUCCode>17100203</HUCCode> 

  </FacilitySite>
- <LocationAddress>
  <LocationAddressText>460 N MAIN</LocationAddressText> 

  <LocalityName>TILLAMOOK</LocalityName> 

  <CountyStateFIPSCode>41057</CountyStateFIPSCode> 

  <CountyName>TILLAMOOK</CountyName> 

  <StateUSPSCode>OR</StateUSPSCode> 

  <StateName>OREGON</StateName> 

  <CountryName>United States</CountryName> 

  <LocationZIPCode>97141</LocationZIPCode> 

  </LocationAddress>
  <DataSourceName>OregonDEQ</DataSourceName> 

  <LastReportedDate>2000-07-10</LastReportedDate> 

  <stateFacilitySystemAcronymName>GEO-LOC</stateFacilitySystemAcronymName> 

  <stateFacilityIdentifier>30495</stateFacilityIdentifier> 

  </FacilitySiteDetails>
  </FacilitySiteList>
  </Payload>
  </Document>
H. Data Services Schema
<?xml version="1.0" encoding="UTF-8" ?> 

- <ds:NetworkFlow xmlns:ds="urn:us:net:exchangenetwork" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xsi:schemaLocation="urn:us:net:exchangenetwork http://www.exchangenetwork.net/registry/Exchange_Network_Data_Services_NetworkFlow_v.1-0.xsd">
  <ds:NetworkFlowName>Facility Identification</ds:NetworkFlowName> 

- <ds:NetworkFlowDataService>
  <ds:DataServiceName>GetFacilityByChangeDate</ds:DataServiceName> 

- <ds:DataServiceParameters>
  <ds:ParameterIndex>1</ds:ParameterIndex> 

  <ds:ParameterName>State USPS</ds:ParameterName> 

  <ds:ParameterMaximumValues>1</ds:ParameterMaximumValues> 

  <ds:ParameterDataType>string</ds:ParameterDataType> 

  <ds:ParameterRequiredIndicator>true</ds:ParameterRequiredIndicator> 

  <ds:ParameterUseInstructions>Specifies the state in which each of the returned facilities exists.</ds:ParameterUseInstructions> 

  </ds:DataServiceParameters>
- <ds:DataServiceParameters>
  <ds:ParameterIndex>2</ds:ParameterIndex> 

  <ds:ParameterName>Change Date</ds:ParameterName> 

  <ds:ParameterMaximumValues>1</ds:ParameterMaximumValues> 

  <ds:ParameterDataType>date</ds:ParameterDataType> 

  <ds:ParameterRequiredIndicator>true</ds:ParameterRequiredIndicator> 

  <ds:ParameterUseInstructions>The date since which the any element of data about a facility has changed. This could include a child data item (e.g. a SIC Code) being modified or deleted.</ds:ParameterUseInstructions> 

  </ds:DataServiceParameters>
  <ds:DataServiceSolicitWithDownloadAllowedIndicator>true</ds:DataServiceSolicitWithDownloadAllowedIndicator> 

  <ds:DataServiceSolicitWithSubmitAllowedIndicator>true</ds:DataServiceSolicitWithSubmitAllowedIndicator> 

  <ds:DataServiceQueryAllowedIndicator>true</ds:DataServiceQueryAllowedIndicator> 

- <ds:DataServicePayloadSchema>
  <ds:PayloadSchemaName>ExchangeNetworkDocument.xsd</ds:PayloadSchemaName> 

  <ds:PayloadSchemaTargetNamespace>http://www.exchangenetwork.net/schema/v1.0/ExchangeNetworkDocument.xsd</ds:PayloadSchemaTargetNamespace> 

  </ds:DataServicePayloadSchema>
  </ds:NetworkFlowDataService>
- <ds:NetworkFlowDataService>
  <ds:DataServiceName>GetFacilityFilesByChangeDate</ds:DataServiceName> 

- <ds:DataServiceParameters>
  <ds:ParameterIndex>1</ds:ParameterIndex> 

  <ds:ParameterName>State USPS</ds:ParameterName> 

  <ds:ParameterMaximumValues>1</ds:ParameterMaximumValues> 

  <ds:ParameterDataType>string</ds:ParameterDataType> 

  <ds:ParameterRequiredIndicator>true</ds:ParameterRequiredIndicator> 

  <ds:ParameterUseInstructions>Specifies the state in which each of the returned facilities exists.</ds:ParameterUseInstructions> 

  </ds:DataServiceParameters>
- <ds:DataServiceParameters>
  <ds:ParameterIndex>2</ds:ParameterIndex> 

  <ds:ParameterName>Change Date</ds:ParameterName> 

  <ds:ParameterMaximumValues>1</ds:ParameterMaximumValues> 

  <ds:ParameterDataType>date</ds:ParameterDataType> 

  <ds:ParameterRequiredIndicator>true</ds:ParameterRequiredIndicator> 

  <ds:ParameterUseInstructions>The date since which the any element of data about a facility has changed. This could include a child data item (e.g. a SIC Code) being modified or deleted.</ds:ParameterUseInstructions> 

  </ds:DataServiceParameters>
  <ds:DataServiceSolicitWithDownloadAllowedIndicator>true</ds:DataServiceSolicitWithDownloadAllowedIndicator> 

  <ds:DataServiceSolicitWithSubmitAllowedIndicator>true</ds:DataServiceSolicitWithSubmitAllowedIndicator> 

  <ds:DataServiceQueryAllowedIndicator>true</ds:DataServiceQueryAllowedIndicator> 

- <ds:DataServicePayloadSchema>
  <ds:PayloadSchemaName>ExchangeNetworkDocument.xsd</ds:PayloadSchemaName> 

  <ds:PayloadSchemaTargetNamespace>http://www.exchangenetwork.net/schema/v1.0/ExchangeNetworkDocument.xsd</ds:PayloadSchemaTargetNamespace> 

  </ds:DataServicePayloadSchema>
  </ds:NetworkFlowDataService>
- <ds:NetworkFlowDataService>
  <ds:DataServiceName>GetDeletedFacilityFileByChangeDate</ds:DataServiceName> 

- <ds:DataServiceParameters>
  <ds:ParameterIndex>1</ds:ParameterIndex> 

  <ds:ParameterName>State USPS</ds:ParameterName> 

  <ds:ParameterMaximumValues>1</ds:ParameterMaximumValues> 

  <ds:ParameterDataType>string</ds:ParameterDataType> 

  <ds:ParameterRequiredIndicator>true</ds:ParameterRequiredIndicator> 

  <ds:ParameterUseInstructions>Specifies the state in which each of the returned facilities exists.</ds:ParameterUseInstructions> 

  </ds:DataServiceParameters>
- <ds:DataServiceParameters>
  <ds:ParameterIndex>2</ds:ParameterIndex> 

  <ds:ParameterName>Change Date</ds:ParameterName> 

  <ds:ParameterMaximumValues>1</ds:ParameterMaximumValues> 

  <ds:ParameterDataType>date</ds:ParameterDataType> 

  <ds:ParameterRequiredIndicator>true</ds:ParameterRequiredIndicator> 

  <ds:ParameterUseInstructions>The date since which a facility has been deleted.</ds:ParameterUseInstructions> 

  </ds:DataServiceParameters>
  <ds:DataServiceSolicitWithDownloadAllowedIndicator>true</ds:DataServiceSolicitWithDownloadAllowedIndicator> 

  <ds:DataServiceSolicitWithSubmitAllowedIndicator>true</ds:DataServiceSolicitWithSubmitAllowedIndicator> 

  <ds:DataServiceQueryAllowedIndicator>true</ds:DataServiceQueryAllowedIndicator> 

- <ds:DataServicePayloadSchema>
  <ds:PayloadSchemaName>ExchangeNetworkDocument.xsd</ds:PayloadSchemaName> 

  <ds:PayloadSchemaTargetNamespace>http://www.exchangenetwork.net/schema/v1.0/ExchangeNetworkDocument.xsd</ds:PayloadSchemaTargetNamespace> 

  </ds:DataServicePayloadSchema>
  </ds:NetworkFlowDataService>
- <ds:NetworkFlowDataService>
  <ds:DataServiceName>GetFacilityByStateID</ds:DataServiceName> 

- <ds:DataServiceParameters>
  <ds:ParameterIndex>1</ds:ParameterIndex> 

  <ds:ParameterName>State USPS</ds:ParameterName> 

  <ds:ParameterMaximumValues>1</ds:ParameterMaximumValues> 

  <ds:ParameterDataType>string</ds:ParameterDataType> 

  <ds:ParameterRequiredIndicator>true</ds:ParameterRequiredIndicator> 

  <ds:ParameterUseInstructions>Specifies the state in which each of the returned facilities exists.</ds:ParameterUseInstructions> 

  </ds:DataServiceParameters>
- <ds:DataServiceParameters>
  <ds:ParameterIndex>2</ds:ParameterIndex> 

  <ds:ParameterName>State Facility Identifier</ds:ParameterName> 

  <ds:ParameterMaximumValues>-1</ds:ParameterMaximumValues> 

  <ds:ParameterDataType>string</ds:ParameterDataType> 

  <ds:ParameterRequiredIndicator>true</ds:ParameterRequiredIndicator> 

  <ds:ParameterUseInstructions>The States unique identifier for this facility. This must be unique in combination with the State Facility Acronym Name, in the case that the state uses more than one system to manage its integrated facility data.</ds:ParameterUseInstructions> 

  </ds:DataServiceParameters>
- <ds:DataServiceParameters>
  <ds:ParameterIndex>3</ds:ParameterIndex> 

  <ds:ParameterName>State Facility System Acronym Name</ds:ParameterName> 

  <ds:ParameterMaximumValues>-1</ds:ParameterMaximumValues> 

  <ds:ParameterDataType>string</ds:ParameterDataType> 

  <ds:ParameterRequiredIndicator>false</ds:ParameterRequiredIndicator> 

  <ds:ParameterUseInstructions>The abbreviated name that represents the name of an information management system for this facility.Example Values:MFL, EPICS, FP, Facility/Site Ientification, CORE, eFACTS, EFIS</ds:ParameterUseInstructions> 

  </ds:DataServiceParameters>
  <ds:DataServiceSolicitWithDownloadAllowedIndicator>false</ds:DataServiceSolicitWithDownloadAllowedIndicator> 

  <ds:DataServiceSolicitWithSubmitAllowedIndicator>false</ds:DataServiceSolicitWithSubmitAllowedIndicator> 

  <ds:DataServiceQueryAllowedIndicator>true</ds:DataServiceQueryAllowedIndicator> 

- <ds:DataServicePayloadSchema>
  <ds:PayloadSchemaName>FACID_FacilitySiteList_v2.3.xsd</ds:PayloadSchemaName> 

  <ds:PayloadSchemaTargetNamespace>http://www.epa.gov/xml</ds:PayloadSchemaTargetNamespace> 

  </ds:DataServicePayloadSchema>
  </ds:NetworkFlowDataService>
  </ds:NetworkFlow>
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� A shared service that uses the Query or Solicit methods to retrieve data based on supplied parameters from a Network Node.


� The group of data services, flows, and processing feedback that allow the exchange of facility data between partners on the Exchange Network.


� A combination of network service interactions that allow a Partner to perform exchanges of Facility data on the Exchange Network (See Network Exchange Protocol V1.1 Section 5.5).


� Note that Option C1/C2 may, as an interim step, be used by partners to provide periodic full refreshes of their data, as they implement one of the other options. Long term use of option C1/C2 for updates is impractical (at least for frequent updates) because of the processing it requires. 





�  Implementers should use the most current Facility Registry Schema located in the Network registry (� HYPERLINK "http://www.exchangenetwork.net" ��www.exchangenetwork.net�) 





� Working out the business rules for this approach has been deferred to Version 1.1.


� Any change to an existing facility includes information deleted from a facility record but not an entire facility record being deleted (removed from the database).


� As discussed in Appendix B this is an over-simplification, since some Federal environmental interests (such as an NPDES permit) are in fact “state delegated” environmental interests.  Given these complexities, the IPT recommends that states focus on their FacilityAddUpdate operations first; some states may choose to run their delete processes using a manual process initially to allow a chance for manual inspection of the records.





� The Environmental Data Standards Council (EDSC) is currently considering a standardized list of interests.


� For a functional definition of a Node “Ready to Flow” please see the document entitled Node, Flow, and Client Definitions and Implementation Statuses located at � HYPERLINK "http://www.exchangenetwork.net" ��http://www.exchangenetwork.net�


� The Node Mentoring Group can be contacted by emailing or calling any of the members. Contact list available at � HYPERLINK "http://www.exchangenetwork.net/common/content.asp?en=TA676220&cat=&sea=Yes&set=Both&sca=Yes&sct=Long&pri=5&ead=tb&sad=lt" ��http://www.exchangenetwork.net/common/content.asp?en=TA676220&cat=&sea=Yes&set=Both&sca=Yes&sct=Long&pri=5&ead=tb&sad=lt�  


� Security Documents are available to only Node Security Administrators and are available through the Network Help Desk


� For a functional definition of a Node “Ready to Flow” please see the document entitled Node, Flow, and Client Definitions and Implementation Statuses located at � HYPERLINK "http://www.exchangenetwork.net" ��http://www.exchangenetwork.net� 
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